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	Reason for change:
	Consider a 5G UE on EPC creates a PDN connection for APN1 and provides PDU Session ID. However, network decides that IWK is not allowed for APN1 (5GS Interworking is set to false from the HSS). SMF does not provide 5G QoS parameters to the UE. However, since 5GC is allowed for the UE (SMF was selected), the SMF needs to use a PDU Session ID in interaction with PCF and CHF. According to the current specifications, the SMF will use the PDU session ID provided by the 5G UE with PCF and CHF (there is no text to the contrary).
Now consider that the UE creates another PDN Connection to another APN2, but for this APN2 interworking with 5GS is allowed. The UE may (and with very high probability will) provide the same PDU Session ID as it provided for PDN connection to APN1 (the one for which the SMF did not provide any 5GS QoS parameters). Since IWK is allowed for this APN, the SMF MUST use the PDU session ID provided by the UE (there is no way for the SMF to override the PDU Session ID provided by the UE). Since this is a new PDN connection to another SMF, the SMF for this PDN Connection maybe different from the one for the first PDN connection. 

	
	

	Summary of change:
	Clarified that when UE creates PDN connection from EPC and SMF is selected (5GC allowed for the UE, UE has subscription in UDM/UDR) if IWK with 5GS is not supported for the PDN connection, the SMF creates a PDU session ID. The SMF uses the same mechanism for PDU session creation that it does for UEs that support EPC NAS only.

	
	

	Consequences if not approved:
	5GS will not be able to support scenario for UEs with 5G subscription and only a subset of APNs have IWK with 5GS enabled.
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[bookmark: _Toc532891518]
*** BEGIN CHANGES ***
[bookmark: _Toc36191817][bookmark: _Toc45192906]4.11.0a.5	PDN Connection Establishment
During establishment of non-emergency PDN connection in the EPC, the UE and the PGW-C+SMF exchange information via PCO as described in TS 23.501 [2] clause 5.15.7. If the PGW-C+SMF supports more than one S-NSSAI and the APN is valid for more than one S-NSSAI, before the PGW-C+SMF provides an S-NSSAI to the UE, the PGW-C+SMF should check such that the selected S-NSSAI is among the UE's subscribed S-NSSAIs, and that the S-NSSAI is not subject to Network Slice-Specific Authentication and Authorization, by retrieving the Subscribed S-NSSAI from UDM using the Nudm_SDM_Get service operation (the PGW-C+SMF discovers and selects a UDM as described in TS 23.501 [2] clause 6.3.8). If the PGW-C+SMF is in a VPLMN, the PGW-C+SMF uses the Nnssf_NSSelection_Get service operation to retrieve a mapping of the Subscribed S-NSSAIs to Serving PLMN S-NSSAI values. If the S-NSSAIs supported by the PGW-C+SMF are all subject to NSSAA, then the PGW-C+SMF should reject the PDN connection establishment.
During establishment of non-emergency PDN connection in the EPC, if PGW-C+SMF is selected for a UE that has 5GS subscription but does not support 5GC NAS and is accessing via EPC/E-UTRAN and if the PGW-C+SMF supports more than one S-NSSAI and the APN is valid for more than one S-NSSAI, the PGW-C+SMF+PGW-C may proceed as specified in first paragraph of this clause or select any S-NSSAI associated with the APN of the PDN connection. The PGW-C+SMF shall not provide any 5GS related parameters to the UE.
NOTE:	The PGW-C+SMF knows that the UE does not support 5GS NAS if the UE does not provide PDU Session ID in PCO (see TS 23.501 [2] clause 5.15.7).
During establishment of emergency PDN connection:
-	The PGW-C+SMF is to be derived from the emergency APN or to be statically configured in the Emergency Configuration Data in MME.
-	5GC interworking support with N26 or without N26 is determined based on UE's 5G NAS capability and local configuration (in the Emergency Configuration Data in MME).
-	The S-NSSAI configured for the emergency APN in PGW-C+SMF is not sent to the UE by the PGW-C+SMF. One S-NSSAI is configured for the emergency APN.
During establishment of non-emergency PDN connection and emergency PDN connection, if PGW-C+SMF is selected for a UE that does not support 5GC NAS or interworking with 5GS is not supported for the PDN connection, the PGW-C+SMF creates unique PDU Session ID for each PDN connection of the UE.
The unique PDU Session ID can be created based on the EPS Bearer IDs assigned by the MME for the PDN Connections associated with the UE and not be in the range of PDU Session ID values that can be created by a 5GC NAS capable UE.
*** END CHANGES ***
3GPP
